
How to Create and Configure Azure Traffic Manager 

Azure Traffic Manager provides DNS level Traffic Routing, Load balances 

Public Endpoint Application across Global Azure Regions with failover 

Capabilities. 

Benefits: 

o High Availability & Responsiveness 
o Distribute Traffic to Closest Endpoint to Improve Performance. 
o Endpoint Monitoring - Monitors Health of endpoints 
o Automatic failover when endpoint fails 
o Distribute Traffic based on traffic routing methods 
o No Application Downtime during Maintenance 
o Supports Hybrid Application 

 

 

 

Traffic Manager continuously monitor the web application if the primary site 

is unavailable, it will automatically failover to the secondary site. There are 

6(Priority, weighted, performance, geographic, subnet and multi-value) 

Types of routing Options, we can combine this option and create routing 

traffic profiles based on Business requirement. 

Here in this Exercise, we create a simple Traffic manage profile to deliver 

High Availability for Web Application. 

Step 1: Create first webapp in East US. 
Step 2: Create second webapp in South India. 
Step 3: Create Traffic Manager Profile 
Step 4: Configure Traffic manager Endpoints. 
Step 5: Test Traffic Manager 
Step 6: Clean-up the Resource 
 
 



Login to Azure Portal. 
Step 1: Create Webapp in East US. 
Create Web app (search webapp from Marketplace) 
Create New Resource Group RGTM01 
Enter Webapp name as WebAppEastUS01, and select region EastUS. 
Select Runtime stack ASP.net 
Under Pricing Plan, Create New App Service Plan. 
 

 
 
Step 2: Create Webapp in South ind. 
Create Web app (search webapp from Marketplace) 
Create New Resource Group RGTM01 
Enter Webapp name as WebAppSouthInd01, and select region South 
India. 
Select Runtime stack ASP.net 
Under Pricing Plan, Create New App Service Plan. 
 



 
 
In Appservice, Overview page view the webapp created and running. 

 
Step 3: Create Traffic Manager Profile 
Create Resource -> Search for Traffic Manager -> Create. 
Enter Traffic Manager Profile name as TMProfilePOC. 



Note: Traffic Manager billing is based on the number of DNS queries 
received by TM services. 

 
 
Create Traffic Manger Profile. Enter Routing method as Priority. 

 
 
Step 4: Configure Traffic manager Endpoints. 
Add Traffic Manager Endpoints as below 

 
 



Add East US as primary endpoint to route all the user traffic. Add South 
India as a failover endpoint. When the primary endpoint is unavailable, 
traffic automatically routes to the failover Secondary endpoint. 
 

 
 
Note: The Target Resource Type can be AppServices/Slot, Cloud 
Services and Public IP. 
Add the Second Endpoint. 



 
 
 

 
 
 
 



Step 5: Test Traffic Manager 
 
From the Traffic manager Profile Overview Page, Copy the DNS name 
and paste it in Brower. 

 
 
 

 
Now Disable the Primary Endpoint and Check the availability of Website 
from failover secondary endpoint. 
 
Step 6: Clean-up the Resource 
Select the Resource Group and Delete. 
 

 


